
  



   

 
 

 
 

 

  

Figure 1: illustrates the distribution of cyber-attacks among the top 20 attacked European countries in 2023, with a 
breakdown of attack types—ransomware, DDoS, and unspecified—displayed in pie charts for each country. Total attack 

counts are noted beside the country names. 



   

 
 

 
 

 

Table 1: presents a tabulated summary of cyber-attacks in 20 European countries for the year 2023, categorized by type: 
ransomware, DDoS, unspecified, and the total number of attacks for each country. 



   

 
 

 
 

 

Figure 2: depicts a line graph tracking the weekly incidence of three types of cyber threats—DDoS, ransomware, and 
unspecified attacks—across European countries during the second half of 2023. Each line represents one threat type, 

with the total occurrences for the half-year provided in the legend. 
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Figure 3: portrays a color-coded map of Europe, 
indicating the frequency of cyber-attacks per 100,000 
population in various countries during 2023. Higher 

frequencies are shown in darker shades, with specific 
values annotated on the map. 

Table 2: complements the map by listing European 
countries alongside the exact number of cyber-attacks 
per 100,000 population, with Latvia having the highest 

rate and Belgium the lowest. 
 

Country Attacks per 
 100 000 Population 

Latvia 5,08 

Estonia 4,31 

Israel 4,19 

Lithuania 4,01 

Sweden 2,20 

Czechia 2,00 

Finland 1,68 

Switzerland 1,43 

Denmark 1,22 

Norway 1,17 

France 1,12 

Bulgaria 0,93 

Italy 0,77 

Netherlands 0,75 

Austria 0,70 

Poland 0,59 

Germany 0,56 

United 
Kingdom 

0,55 

Greece 0,54 

Belgium 0,54 



   

 
 

 
 

 

 



   

 
 

 
 

 

 

Figure 4: showcases a color-gradient map of Germany, detailing the total number of cyber-attacks observed in each 
federal state during 2023. Darker shades indicate higher numbers of attacks, with specific counts annotated on the map 

for notable regions. 



   

 
 

 
 

 

Figure 5: displays two separate color-gradient maps of Germany, each illustrating the regional distribution of two 
different types of cyber-attacks in 2023. The left map shows the incidence of ransomware attacks, while the right map 

depicts DDoS attack occurrences. Darker colors represent higher numbers of attacks in the respective states, with specific 
figures provided for each region.  



   

 
 

 
 

 

Figure 6: depicts a color-gradient map of Germany 
showing cyber-attacks per 100,000 population across its 
federal states in 2023. The intensity of the color indicates 
the frequency of attacks, with values marked on the map. 

Table 3: lists the German federal states alongside the 
number of cyber-attacks per 100,000 population, 

detailing the specific attack density with Berlin recording 
the highest rate. 

 

 

States Attacks per  
100 000 Population 

Berlin 1,28 

Bremen 1,02 

Hamburg 0,79 

Baden-
Wurttemberg 

0,72 

Hesse 0,63 

Mecklenburg-
Vorpommern 

0,61 

Bavaria 0,60 

North Rhine-
Westphalia 

0,52 

Schleswig- 
Holstein 

0,47 

Thuringia 0,42 

Rhineland-
Palatinate 

0,36 

Lower Saxony 0,32 

Brandenburg 0,31 

Saxony 0,20 

Saxony-Anhalt 0,18 

Saarland 0,10 
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